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Abstract of the contribution: This paper discusses the management of RAN nodes using IAB for connectivity to the core network and proposes a new 5QI to be used for critical management of remote IAB RAN nodes.
1
Discussion
With the introduction of IAB-nodes it is necessary that the parent network be able to manage the remote RAN nodes connected to its network.  For traditional RAN nodes this is often performed via dedicated VPN’s using dedicated bandwidth in the backhaul network – this ensures that management of the RAN node is not impacted by the load on the backhaul network caused by customer traffic. Currently TS 23.501 defines that that existing procedures are used to connect the OAM system to the IAB-node (via a PDU session or PDN connection), while this provides the necessary connectivity for management it may not ensure that management traffic is not impacted by load on the IAB-donor.  During SA2 #134 it was not clear if enhanced QOS would be needed for the OAM traffic and an editor’s note was added to address this later.
It is anticipated that most (if not all) of the existing OAM functions will be needed to effectively manage a IAB-node, some of these require high throughput (e.g. performing a system audit of configuration files, or downloading a software update), while others are more critical to operation (e.g. remote command line access, alarm delivery), a single QOS flow may not be sufficient in all cases.

In a simple network implementation use of GBR PDU sessions may provide connectivity and guaranteed bandwidth to the IAB-node for OAM, if the PDU session is established and maintained while the IAB-node is active, however for implementations where many IAB-nodes share an IAB-donor, the bandwidth consumed may not be efficient – therefore non-GBR PDU sessions become preferable – however there would be no guarantee of bandwidth for critical OAM functions.  
One way to ensure bandwidth for critical OAM traffic, would be to use a non-GBR flow with a higher priority than the customer traffic (e.g. similar to how IMS uses 5QI=5 for IMS signalling), however using this flow for non-critical OAM may stress the schedular in the RAN to prevent this it is proposed that management traffic is split into critical and non-critical flows and only the critical flows use the non-GBR flow with the elevated priority. This can be accomplished using a new 5QI value which is described below:
	5QI

Value
	Resource Type
	Default Priority Level
	Packet Delay Budget
	Packet Error

Rate 
	Default Maximum Data Burst Volume

(NOTE 2)
	Default

Averaging Window
	Example Services

	86

	
Non-GBR
	4
	250 ms

	10-6
	N/A
	N/A
	Critical OAM of IAB remote RAN nodes. (NOTE X)


NOTE X: For other non-Critical IAB management flows it is expected that other 5QI values are used.
It is expected that the details of how this new 5QI is used by the management systems and the remote gNB, and what services are determined to be “Critical OAM” are subject to the individual implementations, and hence will not be standardized or specified.  However, some normative text is necessary to introduce the concept in relation to management of IAB remote nodes.
2
Proposal

It is proposed to introduce a new 5QI entry into TS 23.501 list of standardized QOS Identifiers in clause 5.7.4 as described above.

It is also proposed to add a new clause to the IAB description elaborating the description of using PDU sessions and flows for the purpose of OAM to an IAB-node.

These changes are described in a CR to TS 23.501, document S2-1909887.
3GPP

SA WG2 TD


